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LETTER OF TRANSMITTAL

HouSE OF REPRESENTATIVES,
Washington, DC, August 2, 1984.
Hon. THoMAS P. O’NEILL, Jr.,
%eaker of the House of Representatives,

ashington, DC.

Dear MR. SPEaKER: By direction of the Committee on Govern-
ment Operations, I submit herewith the committee’s forty-third
report to the 98th Congress. The committee’s report is based on a
study made by its Legislation and National Security Subcommittee.

JACK BRrooks, Chairman.
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Mr. Brooks, from the Committee on Government Operations,
submitted the following

FORTY-THIRD REPORT

BASED ON A STUDY BY THE LEGISLATION AND NATIONAL SECURITY
SUBCOMMITTEE

On July 31, 1984, the Committee on Government Operations ap-
proved and adopted a report entiled “First-Year Implementation of
the Federal Managers’ Financial Integrity Act.” The chairman was
directed to transmit a copy to the Speaker of the House.

I. SuMMARY

The Federal Managers’ Financial Integrity Act (the Act) became
law in September 1982, following continuing disclosures of fraud,
waste, and abuse associated with weak internal control and ac-
counting systems. Such abuses have hampered the Federal Govern-
ment’s effectiveness and accountability, and eroded the public’s
confidence. The Act requires Federal managers, for the first time,
to establish a continuous process for evaluating, improving, and re-
porting on the internal control and accounting systems for which
they are responsible. It thus reaffirms the requirements of the Ac-
counting and Auditing Act of 1950, which place the primary re-
sponsibility for establishing and maintaining effective internal con-
trol and accounting systems on the Federal Government’s manag-
ers. The term “internal controls,” as envisioned by the Act, is syn-
onomus with “management controls” and clearly encompasses pro-
gram and administrative areas, as well as the more traditional ac-
counting and financial management areas.

In compliance with the Act’s requirements, the General Account-
ing Office promulgated standards for agencies to use in establish-
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ing and maintaining their internal control systems, and the Office
of Management and Budget issued guidelines to direct the agen-
cies’ internal control evaluation, improvement and reporting proc-
ess. Federal agency managers have begun to put in place an eval-
uation system for their internal control and accounting systems.
Based on this limited evaluation, Federal agency heads have also
submitted their first annual reports to the President and the Con-
gress, as required by the Act. Internal control and accounting
system weaknesses disclosed in these reports can be categorized
into eight major areas covering all aspects of government oper-
ations. The weaknesses identified in the Federal agencies’ first
year reports, even though the reports are based on limited agency
evaluations, and are, therefore, likely to have excluded other major
areas of weakness, are an indication of the breadth and magnitude
of the existing problems in the Federal Government’s internal con-
trol and accounting systems. The weaknesses already identified,
and those weaknesses which may be identified as agencies com-
plete the evaluation process, must be remedied if the Act is to be
fully successful in restoring the public’s confidence in its govern-
ment’s ability to manage itself effectively.

Much remains to be done to complete the evaluation and report-
ing process, and to correct identified problems. While progress has
been significant as a result of the evaluation efforts begun this
year, some problems with agency implementation efforts have al-
ready been identified. Further, there are several potential prob-
lems which if not addressed, may prevent the Act from being fully
implemented. Problems agencies encountered in different aspects
of the implementation process, such as guidance, reporting, scope
of implemention, documentation, training, automated data process-
ing control reviews, and accounting system evaluations, have al-
ready been identified. Agencies have generally agreed to correct de-
ficiencies in their implementation processes in future years’ efforts
to implement the Act. Misperceptions that the Act merely adds to
managers’ paperwork burden, that the Inspectors General should
be responsible for managerial functions, that managers need not be
committed to the Act’s full implementation, and that financial
management reforms need not be coordinated with the on-going
work under this Act, are all concerns which agency managers must
address if the Act is to be effectively implemented.

Federal agency managers need to build on the work done this
year. They must complete their detailed internal control and ac-
counting system reviews, and take appropriate actions to correct
weaknesses identified.

II. INTRODUCTION

Federal managers have now had over one full year in which to
begin implementing the requirements of the Federal Managers’ Fi-
nancial Integrity Act. The Act was signed into law on September 8,
1982, following disclosures that weak internal control and account-
ing systems often lead to fraud, waste, and abuse. The Act places
primary implementing responsibility on Federal managers, but it
also mandates specific actions by the Office of Management and
Budget and the General Accounting Office.
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In order to review the progress and problems encountered after
one full year’s implementation of the Act, the Legislation and Na-
tional Security Subcommittee held a hearing on May 22, 1984. Ap-
pearing before the Subcommittee were Charles A. Bowsher, Comp-
troller General of the U.S. General Accounting Office (GAO), and
Joseph R. Wright, Jr., Deputy Director, Office of Management and
Budget (OMB).

II1. THE FEDERAL MANAGERS’ FINANCIAL INTEGRITY ACT

A. BACKGROUND

The head of each executive agency has been required by law to
establish and maintain adequate systems of accounting and inter-
nal control since passage of the Accounting and Auditing Act of
1950. While many worthwhile improvements in the Federal Gov-
ernment’s internal control and accounting systems have been un-
dertaken during the intervening 30 years, continuing reports of
fraud, waste and abuse have served to underline the need for fur-
ther management attention—to establish controls where none are
in place, strengthen existing controls and accounting procedures
where necessary, and assure that control and accounting proce-
dures are followed by agency personnel.

The Federal Managers’ Financial Integrity Act is intended to
provide the impetus to assure that Federal managers devote the
necessary attention to this endeavor. It builds upon the require-
ments of the 1950 Act. While reaffirming management’s responsi-
bility for internal controls, it adds the discipline necessary for man-
agers to identify and remedy problems in internal control systems,
both financial and management, that are sometimes longstanding
and that hamper effectiveness and accountability.

Agency heads are now required to establish a continuous process
for the evaluation and improvement of the internal control systems
for which they are responsible, and to publicly account for the
status of their internal control and accounting systems.

B. REQUIREMENTS

The Act (see appendix) contains separate requirements for Feder-
al agency internal control systems (Section 2) and accounting sys-
tems (Section 4). Section 2 requires that agency internal control
systems be evaluated to determine if they comply with the Act’s
three objectives:

Obligations and costs are in compliance with applicable
law;

Funds, properties and other assets are safeguarded
against waste, loss, unauthorized use, or misappropriation;
and

Revenues and expenditures applicable to agency oper-
ations are properly recorded and accounted for to permit
the preparation of accounts and reliable financial and sta-
tistical reports and to maintain accountability over the
assets.
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The Act places full responsibility for agencies’ internal control
systems on agency heads by requiring that they submit annual re-
ports to the President and the Congress on whether their internal
control systems fully comply with these objectives. Each report
must include a description of any material internal control weak-
nesses identified through the assessment process, along with plans
to correct such weaknesses.

To help clarify managers’ internal control responsibilities, the
Act requires the Comptroller General to prescribe internal control
standards and the Director of the Office of Management and
Budget to establish guidelines for evaluating, improving, and re-
porting on internal controls. Accordingly, the Comptroller General
promulgated ‘“Standards for Internal Controls in the Federal Gov-
ernment” in June 1983. These standards are to be met by Federal
agencies in establishing and maintaining their systems of internal
control. The Director of the Office of Management and Budget,
after consulting with the Comptroller General, issued a document
entitled “Guidelines for Evaluation and Improvement of and Re-
porting on Internal Control Systems in the Federal Government,”
in January 1983. These guidelines suggest an approach to agency
management ‘“‘self assessment’ evaluation and improvements as
the basis for the required annual statements on the status of their
internal control systems.

Section 4 of the Act requires that agency heads provide separate
annual statements on whether their accounting system conforms to
the Comptroller General’s Accounting Principles and Standards.?
The Act does not require the development of guidance for agency
heads’ use in evaluating and reporting on the extent of their ac-
counting systems’ compliance. However, in September 1983 the
Comptroller General did suggest a number of steps agencies could
take during the first year to provide a building block for more thor-
ough accounting system evaluations in future years.2

Section 2 is now codified as 31 U.S.C. 3512; Section 4 is 31 U.S.C.
3512(cX2)(B).

C. WHAT ARE INTERNAL CONTROLS?

Although the Act relates to all management functions, many of
the terms used in the Act and the resulting standards and guide-
lines have been borrowed from the accounting discipline. That dis-
cipline has developed a vocabulary of words and phrases which,
over the years, through usage, judicial decisions, and other means
have acquired recognized and accepted meanings within the ac-
counting profession. As a result, the meaning of the term “internal

1GAO’s Policy and Procedures Manual for Guidance of Federal Agencies contains the princi-
ples, standards, and related requirements to be observed by Federal agencies in establishing and
maintaining accounting systems. Specifically, Title 2 prescribes the overall accounting principles
and standards, while Titles 4, 5, 6, and 7 specify requirements governing claims; transportation;
pay, leave and allowances; and fiscal procedures.

2The Comptroller General’s September 29, 1983, speech before the President’s Council on In-
tegrity and Efficiency outlined the following steps: (1) organize the accounting system evaluation
process, (2) develop an inventory or list of accounting systems, (3) identify previously reported
deviations from the Comptroller General’s requirements, (4) identify any projects underway to
enhance accounting systems, (5) rank the systems based on how material the deviations might
be, (6) begin reviewing the systems to find out if they comply with the requirements, and (7)
plan for the first-year report.
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controls” is sometimes difficult to understand for those with little
or no background in the field of accounting or financial manage-
ment.

Internal controls, as envisioned by the Act, encompass the pro-
gram management and administrative areas, as well as the ac-
counting and financial management areas, of agency operations.
The Comptroller General’s Standards for Internal Controls in the
Federal Government clearly provide that internal controls are in-
tended to cover all management functions in the Federal executive
departments and agencies.?

Traditionally, internal ‘controls have been classified into two cat-
egories: internal accounting controls. and internal administrative
controls. Under this classification, accounting controls are con-
cerned with safeguarding assets and assuring the accuracy and re-
liability of accounting transactions and reporting. Administrative
controls are concerned with assuring adherence to prescribed man-
agerial policies and promoting operational efficiency.

The terms “internal controls” and “management controls” are
synonymous. Internal controls are inherent in the management
function. That is, internal controls are integral to all systems
(whether related to administration, program operations or account-
ing) used by management to achieve the objectives of programs or
functions. An internal control, whether “accounting” or “adminis-
trative” in nature, can be most readily understood as a combina-
tion of a control objective and the technique(s) or procedure(s) used
to achieve that objective. In the accounting control area, for exam-
ple, an objective may be to safeguard a petty cash fund. A tech-
nique that may be used to provide reasonable assurance that this
objective is accomplished is to assign responsibility for authorizing
disbursements from the fund to someone other than the individual
responsible for maintaining custody of the fund. Other techniques
that may be used are to maintain the fund in a locked safe, to re-
strict access to the safe to a few people, and to require that the
safe’s combination be changed periodically. Management would uti-
lifg(le as many techniques as necessary, commensurate with the risk
of loss.

In the administrative control area, an example of a control objec-
tive in a program area is that all military forces be maintained in
a state of readiness commensurate with strategic plans. Techniques
that may be used to provide reasonable assurance that our military
is sufficiently ready to defend against attack are (1) definition of
readiness requirements for each military unit, (2) provision of read-
iness training, and (3) periodic testing and reporting against readi-
ness requirements.

3The Standards define internal controls as: the plan of organization and methods and proce-
dures adopted by management to ensure that resource use is consistent with laws, regulations,
and policies, that resources are safeguarded against waste, loss, and misuse, and that reliable
data are obtained, maintained and fairly disclosed in reports.
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IV. FirsT YEAR PROGRESS

A. AGENCY ACTIVITIES

Most agencies appear to be progressing toward full implementa-
tion of the Act. While much has been accomplished in the first
year, there is a need for even greater efforts to be made. The guide-
lines issued to assist agency managers in implementing the Act
detail a seven step process for evaluating, improving, and reporting
on agency internal control systems.* Most Federal agencies, howev-
er, made only limited progress beyond the third step of that proc-
ess, i.e.,, conducting assessments of the vulnerability of specific
units to loss of resources, mismanagement, waste, etc. Managers in
the agencies that have made progress beyond the vulnerability as-
sessment step have begun detailed internal control reviews based
primarily on the ranking of agency vulnerability assessments. That
is, the most vulnerable areas receive first priority in scheduling in-
ternal control reviews. These detailed reviews, which include test-
ing existing controls to determine their adequacy, are designed to
identify specific internal control weaknesses. For example, the De-
partment of Education reported that 48 internal control reviews
were completed in 1983 out of 112 assessable units included in the
Department’s action agenda. Other agencies conducted pilot studies
to determine that best method for conducting internal control re-
views in their agencies, or incorporated the requirements of the
Act into already ongoing reviews of internal controls.

Only very limited efforts have been undertaken to evaluate
agency accounting systems, apparently due primarily to the lack of
specific guidance to assist managers in complying with the section
4 requirements of the Act. Most agencies, however, have attempted
to identify the accounting system(s) subject to the reporting re-
quirement. In addition, many agencies made an effort to comply by
using checklists or questionnaires to determine if their accounting
system(s) conform to the Comptroller General’s accounting princi-
ples and standards. (See subsequent report section “Accounting
Systems Evaluations” for a discussion of the Committee’s view in
this area.)

Considerable differences in the approaches agency managers
have taken to implement the Act have resulted because of the vari-
ations in agency size, mission, and existing organizational and
management structure. The number of assessable units agencies
identified during the first year effort provides an illustration of the
variation in implementation approaches used. The Department of
Health and Human Services, for example, identified 6,238 internal
control areas for which it conducted vulnerability assessments.5 In
another instance, the Department of the Army managers reported
assessing risks on about 45,000 units.® At the other extreme, the

4 The seven steps are: (1) organizing, (2) segmenting agency functions into assessable units, (3)
assessing vulnerability, (4) planning for subsequent reviews, (5) reviewing internal controls, (6)
taking corrective actions, and (7) reporting.

5 GAO Report, “The Department of Health and Human Services’ First-Year Implementation
of the Federal Managers’ Financial Integrity Act,” HRD-84-47, May 9, 1984.

8 GAO Report, “Department of the Army’s First-Year Implementation of the Federal Manag-
ers’ Financial Integrity Act,” NSIAD-84-92, May 1, 1984.
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Department of the Navy’s initial set of vulnerability assessments
was conducted on 20 broad-based programs and functions,” which it
had identified as assessable units. It should be noted, however, that
these numbers, in and of themselves, are not a reliable indicator of
the quality of an agency’s vulnerability assessment process. That
is, a large number of assessable units does not necessarily indicate
a “good” process, or conversely, a small number of assessable units
is not a reliable measure of a “poor” process. Rather, the propriety
of the number of vulnerability assessments a given agency per-
forms must be judged in light of the agency’s size, mission, pro-
grams, and organizational structure, and the potential improve-
ment which might be made as a consequence of the choice of as-
sessable units.

Agencies used the internal control evaluations as a basis for
their annual reports to the President and the Congress on the
status of their internal control systems, and their plans for correc-
tive action. The first year reports identified weaknesses in agency-
wide functions and operations as well as in specific program activi-
ties.

Material weaknesses in internal control systems reported by the
agencies have been divided into eight categories. The number of
agencies reporting weaknesses in each category is depicted in the
following chart:8

Categories of material weaknesses reportetg ;y agencies GAO reviewed (as of Dec. 31,
1983)

Functional area:
. Accounting and financial management ............ccoeeereierrenieerensnrensiesereereces
. Eligibility and entitlement.........cceccooevreeernencneenenens

. Grant, loan, and debt collection management
. Procurement...........coooniviiieviniieceee et
. Property management................
. Automated data processing.............coereererrrererrarns
. Cash management..........................
. Personnel and organizational management.............cccccoooueerevreernrrnnerererenens

! Number of agencies reporting weaknesses in area: The GAO's review included 17 separate
departments and independent agencies, including the Department of Defense [DOD). Separate
reports were issued for all 17 agencies and for 5 components within DOD—a total of 22 reports.

The weaknesses reported cover all aspects of government oper-
ations. Many of them are not newly discovered, however, as they
have been the subject of prior reports issued by GAO and by the
agencies’ Inspectors General. For example:

The Interior Department reported material weaknesses
in its multibillion dollar oil and gas royalty program, in-
cluding the lack of timely royalty payment deposits and
the lack of on-site auditors assigned to the top 20 royalty
payors. GAO has issued numerous reports dating back 25
years addressing problems in accounting for oil and gas
royalties.

The Department of Defense identified its foreign mili-
tary sales program as an area of material weakness. DOD
cited a need to ensure that all sales are made in accord-

0O U QO 4

7 GAO Report, “Department of the Navy’s First-Year Implementation of the Federal Manag-
ers’ Financial Integrity Act,” NSIAD-84-94, May 1, 1984.
8 Subcommittee hearing.
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ance with the Arms Control Act and that there is a proper
accounting for U.S. resources and customer funds. In this
area, GAO has issued over 40 reports in the last decade
identifying hundreds of millions of dollars of excess costs
to the Government.

The Department of Defense also disclosed material
weaknesses in controls over the procurement of spare
parts. Prior GAO and Inspector General reports have re-
ported Defense paying excessive amounts for parts.

The Department of Agriculture reported material weak-
nesses in its $11 billion Food Stamp program, including
problems in certification, quality control, and detection
and collection of overissuances. GAO previously reported
that food stamp costs incurred as a result of errors or
fraud, could have provided benefits to about 1.7 million
needy people for 2 years.

Overall, first-year efforts to implement the Act can be character-
ized as a learning experience. Agencies did begin the required eval-
uations and submitted their first reports; however, much remains
to be done to complete the evaluation and reporting process and to
correct identified problems. The work this year provides the foun-
dation upon which agencies can systematically allocate resources,
in a cost-effective way, to perform future evaluations required to
identify specific control weaknesses and take appropriate corrective
actions. Agency managers’ complete and thorough implementation
oAf all seven steps of the guidelines is critical to the success of the

ct.

B. OMB, GAO, AND IG ACTIVITIES

The first year’s implementation of the Act was notable for the
efforts of both the Office of Management and Budget (OMB) and
the General Accounting Office (GAO) to establish a framework for
the Act’s implementation. The two agencies fulfilled their responsi-
bilities under the Act—GAOQO was required to issue standards for all
agencies to use in establishing and maintaining systems of internal
control; and OMB was required to issue guidelines for agencies to
use in evaluating, improving, and reporting on their systems of in-
ternal control. They also maintained oversight of the agencies’ ac-
tivities and provided central direction, training, and technical as-
sistance.

OMB established an interagency task force to provide technical
assistance, facilitate information exchange concerning promising
evaluation methods and techniques, and monitor agency progress.
OMB also sponsored seminars and training sessions to help assure
that agency personnel understood the requirements of the Act and
its implementing guidelines.

The GAO has similarly demonstrated a significant commitment
to assuring the Act’s successful implementation. The GAO under-
took a comprehensive review of efforts to implement the Act at 22
Federal departments and agencies, which together account for over
95 percent of all Federal expenditures. GAO is currently issuing in-
dividual reports to each of the 22 agencies reviewed, and plans to
issue an overall report on their first-year review efforts. These re-
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ports contain recommendations to help individual agencies correct
problems with implementation efforts. For example, GAO has re-
viewed: and made suggestions regarding the initial set of assessable
units, on an agency-by-agency basis. In general, agencies have
agreed to take the necessary actions to correct the implementation
problems GAQ has identified.

The Inspectors General have also made significant contributions
to the Act’s implementation. OMB'’s guidelines suggest three poten-
tial roles that an agency Inspector General may adopt to assist
managers in implementing the Act: (1) providing technical assist-
ance to management, (2) commenting on the adequacy of manage-
ment’s implementation process, and (3) conducting their own re-
views of internal controls. All of the Inspectors General and the
nonstatutory audit organizations in the 22 departments and agen-
cies reviewed by GAO performed at least one, if not all three of the
roles recommended by the guidelines.

The expertise and organizational status of the Inspectors General
combine to place those officials in a unique position to provide
technical assistance, quality assurance, and independent review
and oversight for management. The Committee encourages the In-
spectors General to continue to assist in the implementation proc-
ess consistent with the degree of independence needed to fulfill the
requirements of the Inspector General Act of 1978. (See subsequent
report section, “Inspectors General Role” for a more detailed dis-
cussion of the Committee’s views on this issue.)

V. AREAs NEEDING IMPROVEMENT

Federal agencies’ year-end reports provide for the first time a list
of material weaknesses in each agency, and progress toward correc-
tive action as a result of the evaluation efforts has been significant.
However, problems have been identified in the areas of guidance,
reporting, scope of implementation, documentation, training, con-
trols over automated data processing, and accounting system eval-
uations.® These problems are discussed in the following sections.
The Committee urges the agencies to carefully review their imple-
mentation procedures in consultation with GAO and OMB. The
review should help in determining where procedures have been de-
ficient and in correcting deficiencies in the process as part of their
second year implementation efforts.

A. PRACTICAL GUIDANCE FOR MANAGERS

The Committee believes that complete and consistent under-
standing of the terms used in the Act and its implementing guid-
ance should be central to achieving the improvements envisioned
by the Act. As mentioned previously, the terms and concepts used
in the Act were adopted from the accounting discipline. The stand-
ards and guidelines have merely repeated these terms without de-
fining them in a manner more readily understandable by line man-
agers. Managers, many of whom are unfamiliar with the terms are
now expected to understand them. More practical, detailed guid-
ance is needed for use by managers in determining what consti-

® Testimony of Mr. Bowsher, hearing.
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tutes reasonable assurance, a material weakness, a vulnerability
assessment, an internal control and an internal control review. The
Committee believes that existing guidance should be reexamined
with a view to providing more readily understandable definitions
for program managers.

The Committee recognizes that the first year’s implementation
efforts constituted a learning experience for government managers.
The Committee believes, however, that the terminology used in the
Act and its implementing guidelines and standards should be reex-
amined with a view to providing more readily understandable defi-
nitions for program managers. Only in this way will the evalua-
tion, improvement and reporting procedures required by the Act
become part of management’s day-to-day procedures.

B. REPORTING PROBLEMS

While agencies’ reports disclosed significant weaknesses, the cov-
erage of the reports submitted by several agencies is subject to
question. For example, while the Department of Health and
Human Services (HHS) reported over 200 material weaknesses
identified through internal control reviews, it did not report sever-
al other significant internal control problems that had been previ-
ously identified by GAO and the HHS Inspector General. These un-
reported problems appear to be more material than many of the
weaknesses disclosed in the HHS year-end report filed in compli-
ance with the Act. HHS did not report weaknesses in the—

Social Security Administration’s benefit claims process-
ing procedures. (GAO previously identified about 2.1 mil-
lion instances in which two or more people had the same
social security number, and over $125 million in erroneous
benefit payments.)

Social Security Administration’s entitlement and benefit
payment programs. (GAO previously reported weaknesses
in maintaining accurate social security wage data as a
result of SSA’s failure to prevent employers from submit-
ting erroneous wage data.)

Health Care Financing Administration’s (HCFA) pay-
ments for beneficiary medical services. (GAO previously
reported that HCFA’s internal controls were inadequate to
prevent payments for medically unnecessary services.)1?

Concerns have also been raised with respect to the year-end
report of the National Aeronautics and Space Administration
(NASA).'* NASA did not disclose any material internal control
weaknesses in its report to the President and the Congress. Howev-
er, NASA’s own internal review activities reported several prob-
lems which “may indicate material weaknesses.” For example, the
Assistant Administrator for Procurement identified material weak-
nesses in such areas as procurement management, pre-contract
award, and bid contract administration. The Administrator of

10 GAO Report, “The Department of Health and Human Services’ F)rst Year Implementation
of the Federal Managers Financial Integrity Act,” HRD-84-47, May 9, 1

11 GAO Report, ‘“National Aeronautics and Space Administration’s Flrst Year Implementa-
tion of the Federal Managers’ Financial Integrity Act,” NSIAD-84-100, May 1, 1934.
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NASA did not judge these weaknesses to be of sufficient impor-
tance to be brought to the attention of the President or the Con-
gress. In another instance, functional reviews done in 1982 by
NASA’s own internal review personnel at three different NASA
centers disclosed that these centers had incurred costs in excess of
obligational authority, indicating that NASA has committed the
Government to the expenditure of funds without Congressional ap-
proval. NASA’s functional review teams reported that this practice
could represent a violation of the Anti-Deficiency Act.!2 Despite
the apparent seriousness of this problem, the Administrator judged
it not to be “material” to the President or the Congress.

Although an assessment of the year-end reports must take into
account the incomplete implementation upon which they are based,
the above examples indicate obvious omissions of problems which
had been the subject of previous internal reviews or GAO reviews
and which have not yet been corrected. The Committee believes
that deficiencies should be included in the reports issued by agency
heads, even if the deficiencies have been previously reported. Fuil
disclosure by the agencies is essential to achieve the improved in-
Xarnal controls throughout the executive branch anticipated by the

ct.

Moreover, the Committee is concerned with the lack of consisten-
¢y in agencies’ implementation of the reporting requirements. Con-
sistent understanding of the meaning of material weakness and
full reporting of material weaknesses is central to achieving the ac-
countability envisioned by the Act. The Committee believes that a
management deficiency should be considered a material weakness
for purposes of reporting under the Act if it could impair fulfill-
ment of an agency’s mission, deprive the public of needed govern-
ment services, violate statutory or regulatory requirements, or
result in a conflict of interest.13

The Committee questions whether the term ‘“‘reasonable assur-
ance” has been used consistently, and whether meaningful report-
ing has resulted from the term’s application. Even though agency
managers were not able to complete the full internal control
review process this year, most reported that they had reasonable
assurance that their internal controls were adequate simply on the
basis of their overall thoughts and opinions of their internal con-
trol and accounting systems. .

In addition, a more informative reporting format would be useful
for those agencies that believe they have reasonable assurance that
their internal controls were adequate for part, but not all of their
operations. In their first year reports under the Act, agency heads

2 This Act (31 U.S.C. 1341) prohibits officers or employees of the United States Government
from making or authorizing an expenditure or obligation exceeding an amount available in an
appropriation. An officer or employee who knowingly or willfully violates this prohibition is sub-
Ject to either a $5,000 fine or two years’ imprisonment, or both.

13 This concept of materiality should not be confused with that used by the accounting profes-
sion in conjunction with financial statements. In the accounting profession materiality is de-
fined in financial terms. The AICPA audit standard for use by independent accountants in con-
Junction with reporting on their review of an entity’s system of internal accounting control pro-
vides that: “A weakness is material if the condition results in more than a relative y low risk of
such errors or irregularities in amounts that would be material in relation to financial state-
ments.” That is, all deficiencies which are so significant that they may influence a third party’s
judgment as to the financial position of the entity being reviewed are considered material and
should be disclosed.

Approved For Release 2008/10/29 : CIA-RDP85-00003R000200010001-4



Approved For Release 2008/10/29 : CIA-RDP85-00003R000200010001-4

12
were required to state either ‘“yes, my controls taken as a whole
provide reasonable assurance” or ‘“no, my controls taken as a
whole do not provide reasonable assurance.” The Committee is con-
cerned whether agencies such as the HHS, which reported 200 ma-
terial weaknesses, can legitimately report that, taken as a whole,
there is reasonable assurance that its internal controls are ade-
quate. A middle ground reporting option may be necessary to
permit agencies to state that they ‘“have reasonable assurance (or
are in compliance with the accounting principles) in all areas
except . . .” and then list the areas in which they do not have rea-
sonable assurance, or are not in compliance. This approach would
have been more practical for a department such as HHS, for exam-
ple, and would have resulted in a more informative year-end state-
ment.

Further, agencies seem to be reporting only matters which the
agencies determine to be matters of significance to the President
and the Congress. Apparently, this interpretation is based on OMB
guidelines which outline as one of the steps in the implementation
process that a senior official should determine whether any materi-
al weakness of significance to the President and the Congress was
uncovered and if there were, “a brief description should be ob-
tained along with the plans and schedule for correcting the weak-
ness. This information would be incorporated into the report.” This
interpretation is, in the Committee’s view, incorrect. The Act is in-
tended to provide the necessary discipline to discover and correct
internal control and accounting deficiencies. The question of which
deficiencies should be reported is central to the government’s abili-
ty to restore full accountability throughout its operations, and to
demonstrate to the public that its government is able to effectively
manage the resources entrusted to it. With this in mind, the Com-
mittee suggests that a more useful interpretation of the Act’s re-
quirement to report ‘“material weaknesses” is that if a problem is
significant to a program or individual agency component, it should
be considered a major problem for the department or agency, and
should be reported to the President and the Congress.

In order to assure the integrity of the reporting process, the
Committee plans to monitor future agency year-end statements
closely to determine if agencies are disclosing all known material
weaknesses and if the reporting format is sufficiently informative.
All agencies should institute procedures to assure that all material
internal control weaknesses are properly recorded and reported as
part of their second year evaluation process.

C. SCOPE OF IMPLEMENTATION

With respect to the scope of implementation (that is, the inclu-
siveness of an agency’s operations in its implementation efforts),
questions have been raised as to whether agency implementation
processes are sufficiently comprehensive. The guidelines for the
Act’s implementation clearly provide that the foundation upon
which the entire internal control evaluation process builds is an
agency-wide inventory of ‘‘assessable units,” which provides com-
plete coverage of all program and administrative functions. The
only exclusion provided for under the guidelines is for functions
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dealing with ‘“statutory development or interpretation, determina-
tion of program need, resource allocation, rulemaking, or other dis-
cretionary policymaking processes in an agency.”

This provision has been used by some agencies to omit functions
which should have been included in the internal control evaluation
process. For instance, the Department of the Treasury excluded the
$13 billion Exchange Stabilization Fund '* from its evaluation proc-
ess. The Committee recognizes that policies underlying Govern-
ment operations in the international area have traditionally been
excluded from audit.!5 The Act, however, does not require an audit
of the Fund, nor does it require evaluation of the policy behind gov-
ernmental actions involving the Exchange Stabilization Fund; that
is why the Government may have bought currency from an individ-
ual country. Nevertheless, there is a need to determine whether ef-
fective controls are in place to assure the safety and appropriate
management of the government’s resources in this functional area.
Chairman Brooks emphasized that the Exchange Stabilization
Fund should be subject to the evaluation, improvement, and report-
ing requirements of the Act:

We are not asking for policy judgmental evaluations. We
are asking for basic accountability and for evaluation of
areas that might be vulnerable in a $13 billion operation.

Another example of insufficient coverage is the National Aero-
nautics and Space Administration’s inventory of internal control
systems.’® NASA'’s inventory did not include all agency programs
and functional areas. In reporting on her review of NASA’s imple-
mentation of the Act, the NASA Inspector General stated that:

Since the assessable unit inventory serves as the founda-
tion on which a complete and thorough implementation
rests, I believe that NASA management should reevaluate
the adequacy of the currently identified inventory to meet
the full intent of OMB’s guidelines.

The Committee recommends that all agencies review their inven-
tory of assessable units to assure complete coverage of all pro-
grams, systems, and operations.

Efforts by agency managers to protect certain functions from
review are misguided at best. The Committee urges all agency
managers to cease efforts to secrete any program or activity from
review and also urges agency managers to view this Act as a way
to strengthen government management across the board, as the
Congress intended.

14 The Exchange Stabilization Fund enables the Secretary of the Treasury to deal in gold and
foreign exchange and other instruments of credit and securities regarding orderly exchange re-
quirements.

15 Testimony of Mr. Bowsher, hearing.

16 GAO Report, “National Aeronautics And Space Administration’s First-Year Implementa-
tion of the Federal Managers’ Financial Integrity Act,” NSIAD-84-100, May 1, 1984.
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D. DOCUMENTATION

Another problem area in agency implementation efforts is docu-
mentation.?

The documentation developed by the agencies during the first
year was generally inadequate to support their conclusions regard-
ing the adequacy of their internal control systems. For example,
the Department of the Air Force lacked documentation of the
methods used, and the rationale for conclusions reached in both its
initial vulnerability assessments and internal control reviews.18

The Act’s implementing guidelines specify that Federal agencies
should maintain adequate documentation for all phases of their
evaluation process, including what functions or programs were as-
sessed, how and by whom evaluations were performed, and the ra-
tionale for conclusions reached. Documentation is essential to the
Act’s full implementation because it allows managers and over-
sight personnel to determine the adequacy of an agency’s evalua-
tion process. Recommendations for improved documentation have
been made by the GAO in reports based on reviews conducted in
individual agencies. If these recommendations are adopted, agen-
cies should be able to demonstrate significant improvement in this
area in future years.

E. TRAINING

A fifth problem is training. In some agencies, personnel assigned
responsibility for the evaluation of internal controls received no
training at all. In other agencies, training was provided too late to
be of benefit to managers in this year’s internal control evaluation
process, or the training merely provided an overview or introduc-
tion to internal controls without including any training in the
methods and procedures managers should use to meet the require-
ments of the Act. Examples of insufficient training are found at
the Departments of State and Education. At least 50 percent of the
people who performed assessments at the Department of State,®
and 45 percent at the Department of Education,2? received no
training. Additionally, many of the 45,000 vulnerability assess-
ments and 8,300 internal control reviews conducted by the Depart-
ment of the Army were either inadequate or inconsistent because
of the lack of specific guidance and training material.2?

Proper training can play an important role in successful imple-
mentation of the Act. Training can help managers to better under-
stand the largely unfamiliar concepts and self-assessment procedur-
al requirements of the Act. The Office of Management and Budget,

17GAO’s report on the Air Force’s Implementation of the Act (NSIAD-84-93, May 1, 1984)
defines documentation as: that information which would allow an independent reviewer to
reach the same conclusions as the original reviewer regarding an agency’s internal controls; and
the methods used, personnel involved, and conclusions reached in conducting its internal control
evaluation, improvement, and reporting process.

18GAO Report, “Department of the Air Force’s First-Year Implementation of the Federal
Managers’ Financial Integrity Act,” NSIAD-84-93, May 1, 1984,

19 GAO Report, “Department of State’s First-Year Implementation of the Federal Managers’
Financial Integrity Act,” NSIAD-84-91, May 1, 1984.

20 GAO Report, “First Year Implementation of the Federal Managers’ Financial Integrity Act
by the Department of Education,” HRD-84-49, May 9, 1984.

21 GAO Report, “Department of the Army’s First-Year Implementation of the Federal Manag-
ers’ Financial Integrity Act,” NSIAD-84-92, May 1, 1984.
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in conjunction with the Office of Personnel Management, is devel-
oping a training program which will cover all aspects of the inter-
nal control evaluation, improvement, and reporting process. (The
first training session was held in March 1984.), and individual
agencies have begun developing training materials. The Committee
believes that training is essential to assure that managers have a
full and consistent understanding of the Act’s requirements.

F. AUTOMATED DATA PROCESSING CONTROLS

The reviews of controls over automated data processing (ADP) is
another area which also must be improved. Improvements are
needed both in identifying responsibility for ADP reviews and in
providing additional guidance as to how ADP controls should be
evaluated. Generally, agencies did not give full consideration to the
review of controls over their automated systems, particularly in
the areas of controls over computer software development and data
processing center operations.22

OMB’s implementing guidelines state that the controls over ADP
should be considered as part of each vulnerability assessment, and
identify ADP as an “event cycle” 23 for purposes of agency internal
control reviews. This guidance did not, however, result in compre-
hensive and consistent review of ADP controls. For instance, the
Department of Health and Human Services (HHS) did not perform
any new vulnerability assessments or internal control reviews of
controls in ADP areas; instead the HHS relied on previous assess-
ments of physical security over its ADP operation, in accordance
with previous OMB review requirements.2¢ As a result, HHS did
not consider other types of controls in automated systems in its re-
views. For example, HHS did not review whether controls were in
place to assure accurate, complete, and timely output. HHS has
recognized the need to improve its ADP coverage, and reports that
policies and procedures to address this deficiency are being devel-
oped.2% In another instance, the review process of the Department
of Education did not require managers to assess ADP controls as
part of the vulnerability assessment process. The Department of
Education, however, has indicated it is developing specific criteria
that will be used in its internal control reviews of ADP oper-
ations.26

Automated systems have gained widespread use and acceptance
in the Federal Government. Because of their pervasiveness, and
the dependence of the Federal Government on these systems, it is
imperative that the agencies clearly delineate responsibility for the
reviews required by the Act, and that they have proper and ade-
quate guidance to properly perform reviews of ADP internal con-
trols. The Committee urges agencies to assess the adequacy of their

22 Subcommittee hearing.

23 The Act’s implementing guidelines define an event cycle as the process used to initiate and
gegorm related activities, create the necessary documentation, and gather and report related

ata.

24 OMB Circular A-T71, Transmittal Memorandum No. 1, Security of Federal Automated Infor-
mation Systems.

25 GAO Report, “The Department of Health and Human Services’ First-Year Implementation
of the Federal Managers’ Financial Integrity Act,” HRD-84-47, May 9, 1984.

26 GAO Report, “First-Year Implementation of the Federal Managers’' Financial Integrity Act
in the Department of Education,” HRD-84-49, May 9, 1984.
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ADP reviews and to take necessary corrective action to assure that
future reviews cover all ADP internal control systems. It also urges
that OMB continues its efforts to provide agencies with the guid-
ance necessary to help assure comprehensive and consistent eval-
uations of this critical function.

G. ACCOUNTING SYSTEMS EVALUATIONS

The final area requiring improvement is the evaluation of ac-
counting systems. As noted earlier, Section 4 of the Act requires
each agency head to submit an annual report to the President and
the Congress stating whether his or her agency’s accounting
system conform to the Comptroller General’s principles, standards
and related requirements.

In the absence of guidance for performing accounting systems re-
views, many agencies delayed initiating work in this area until late
in the year, and the evaluations that were undertaken were nei-
ther -comprehensive nor consistent. Several agencies omitted signif-
icant accounting operations. For example, several accounting oper-
ations at the Department of the Treasury, including the Bureau of
Government Financial Operations’ check processing system, were
not evaluated.2” Furthermore, in those agencies that did assess
their accounting systems, the evaluations were based primarily on
agency managers’ existing knowledge of the operation and adequa-
cy of their accounting systems along with managers’ responses to
questionnaires or checklists. Agency evaluations did not include
procedures to determine whether systems in operation comply with
systems as described by managers. As a result, the evaluations con-
ducted could not be used to assure that accounting systems operate
in compliance with the Comptroller General’s principles and stand-
ards and related requirements. For example, at GSA a checklist
was developed based on the Comptroller General’s principles and
standards. The review, however, only covered available documenta-
tion; it did not require testing to determine if operating accounting
systems actually comply with applicable policies and procedures.28

OMB has advised the Committee that it will issue guidelines cov-
ering accounting systems evaluations later this year.2® The Com-
mittee expects, therefore, major improvements to be made in this
area in future implementation efforts.

V1. PotENTIAL OBSTACLES TO FULL IMPLEMENTATION

In addition to the problems identified during the Committee’s
review as needing improvement, there are several other factors
which may have a future detrimental impact on the implementa-
tion and effectiveness of the Act. Federal agency managers should
review their ongoing and planned efforts to assure that these con-
cerns do not become major obstacles to the Act’s full implementa-
tion.

27 GAO Report, “First-Year Implementation of the Federal Managers' Financial Integrity Act
by the Department of the Treasury,” GGD-84-66, May 25, 1984,

28 GAO Report, “First-Year Implementation of the Federal Managers’ Financial Integrity Act
by the General Services Administration,” GGD-84-57, May 22, 1984.

29 Statement of Mr. Wright, hearing.
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A. INCORRECT PERCEPTIONS

The Committee is concerned about comments it has received in-
dicating that some agency officials believe that the first years’ im-
plementation efforts have accomplished little beyond merely
adding to the paperwork burden on agency managers. These offi-
cials have complained that the new process has not identified any
problems unknown to managers.

During the subcommittee hearing, Congressman Horton ques-
tioned the Comptroller General about the potential for the imple-
mentation process to create excessive paperwork. Mr. Bowsher re-
plied that:

. . . it is important that we get the government systems
documented in an efficient manner. Once that is achieved,
then the paperwork generated by this review will not be
very great . . . I think that this Act actually has the po-
tential for reducing the amount of paperwork in the Feder-
al Government.

The Committee shares this view. While the Act may require doc-
umentation which had not been mandated in the past, much of this
documentation is an essential part of good managerial procedures.
Moreover, implementation of the Act, which provides the necessary
discipline for Federal managers to establish, maintain, evaluate
and update their internal controls, relies on sound managerial poli-
cies and procedures to assure that these controls are solidly based
and properly followed. If managers adopt the view that the imple-
mentation process is merely a meaningless paperwork exercise,
that attitude will hamper efforts to achieve substantial improve-
ments in the management of the Federal Government.

B. INSPECTORS GENERAL ROLE

Although the specific roles played by the individual Offices of In-
spector General varied during the first year, their participation in
the Act’s implementation was important. For example, HUD’s In-
spector General provided technical assistance to HUD management
in the development of the methods and procedures used to conduct
internal control evaluations. He also provided an independent as-
sessment, in conjunction with GAO, of HUD’s implementation of
the Act. In another instance, the Office of the Inspector General at
the Department of Education conducted a limited review of man-
agement’s overall process to implement the Act, evaluated manag-
ment’s internal control reviews, participated in the conduct of six
internal control reviews, assigned its Director of Fraud Control to
assist in the Department’s vulnerability assessment process, and
served on the Department’s Internal Control Steering Committee.
In a third agency, the Veterans Administration, the Inspector Gen-
eral conducted a review of management’s implementation efforts,
but beyond that, his role was limited to expanding audit plans to
provide for greater coverage of internal control issues.

While the Inspectors General represent a valuable resource to
managers in implementing the Act, the Committee believes that
the Inspectors General must maintain the independence envisioned
by the Inspector General Act of 1978. The Act specifically prohibits
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an agency head from transferring program operating responsibil-
ities to the Office of Inspector General, and from preventing, or
prohibiting, an Inspector General from carrying out any audit or
investigation. In addition, the Inspector General, acting on their
own accord, must not assume responsibility for managerial or oper-
ational functions. This balanced Inspector General role is particu-
larly important in the implementation of the Act in that it appears
there are some managers who believe that the Act, given its finan-
cially-oriented terminology, is properly the purview of the Office of
the Inspector General or equivalent. While the Inspectors General
possess unique technical expertise that management should be able
to draw upon, the Inspectors General must maintain a proper bal-
ance between providing that expertise and their responsiblity to in-
dependently audit managment’s programs and functions.

The Committee believes that the Inspectors General can and
should review implementation efforts to determine if agencies are
complying with the Act’s requirements. The Committee also be-
lieves that, as the Inspectors General gain experience in this area,
their work will increasingly benefit not only managers, but also
other entities charged with oversight of agency operations.

C. MANAGEMENT COMMITMENT

Successful implementation of the Act is dependent upon the com-
mitment of managers throughout the Federal Government. Some
agency managers have reportedly responded with skepticism and
disenchantment as they faced the task of implementing the Act’s
requirements during the first year, often with limited guidance and
support personnel, and inadequate training. One key implementing
official has reportedly stated that he hoped the Act’s requirements
would “die out” before he had to implement them.3° The Commit-
tee believes that no amount of after-the-fact auditing or oversight
by the Inspectors General, the General Accounting Office, or this
Committee can compensate for a lack of management commitment.

Not all agencies have instituted procedures to assure that man-
agers’ performance of their internal control and accounting system
responsibilities under the Act are properly evaluated. For example,
the Navy does not require comments on performance of internal
control responsibilities in officers’ fitness reports.3! The Committee
believes that inclusion of managers’ responsibilities under the Act
in periodic performance appraisals is essential to maintaining ac-
countability and to assuring the integrity of the process required
by the Act.

While the relatively good progress agencies made during the first
year demonstrates a significant level of management commitment,
the Committee urges managers to build upon that commitment. In
the future, managers need to assure that performance of the re-
sponsibilities required by the Act is evaluated, that detailed inter-
nal control reviews and accounting system compliance reviews are

30 GAO Report, “Department of the Navy’s First-Year Implementation of the Federal Manag-
ers’ Financial Integrity Act,” NSIAD-84-94, May 1, 1984.

31 GAO Report, “The Department of the Navy’s First-Year Implementation of the Federal
Managers’ Financial Integrity Act,” NSIAD—84—S;Z May 1, 1984.
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completed, and that deficiencies identified as a result of these re-
views are corrected.

D. COORDINATION WITH OTHER MANAGEMENT REFORMS

The first year’s implementation of the Act, by highlighting wide-
spread internal control and accounting system weaknesses, has
served to elevate concern as to whether the basic structure of the
Federal Government’s financial management systems is effective.32
Through a disciplined management self-assessment process, the Act
has established a basis for identifying and correcting internal con-
trol and accounting system weaknesses in individual agencies.
These improvements may be of limited utility, however, unless
they are directed toward a common set of objectives to improve fi-
nancial management throughout the Federal Government.

A draft report recently issued by the GAO for discussion pur-
poses, highlights the need for financial management reforms.33
Programming, planning, budgeting, and accounting systems are
often not properly integrated, and they often do not produce reli-
able information in the form managers need. For example, DOD
must prepare its budgets without reliable weapon system cost in-
formation. This leads to unrealistic budget planning, difficulties in
controlling budget execution, and unreliable information being fur-
nished to the Congress. In the past, piecemeal solutions to these
problems have been attempted. The DOD has undertaken several
initiatives over the years to address different aspects of the prob-
lem of unreliable and inconsistent weapon system cost estimates.
Nonetheless, the problem persists. Integrated reforms are neces-
sary in order to achieve comprehensive, lasting improvements.

The Committee recognizes the need for comprehensive financial
management reform. However, the Committee believes that these
reform efforts must be properly integrated and coordinated with
the Act’s requirements in order to assure that they are not in com-
petition, or worse yet, in conflict with the much needed agency im-
provement efforts that are ongoing.

VII. CONCLUSIONS

The Federal Managers’ Financial Integrity Act provides the
needed discipline for Federal managers to take action necessary to
improve management of the government’s resources and thereby to
increase the American public’s confidence in the operation of its
government. That confidence has been eroded over the years by
disclosures of fraud, waste, and abuse in Government programs re-
sulting from weak internal controls and accounting systems. Feder-
al managers must now systematically evaluate and improve their
internal control and accounting systems and submit annual reports
on the status of these systems.

Good initial progress was made during the first year in imple-
menting the Act, but much more remains to be done. Agency man-
agers, OMB, GAO and the Inspectors General were all actively in-
volved in the first year implementation efforts. Managers demon-

32 Subcommittee hearing.
33 GAO Draft Report, “Managing the Cost of Government,” AFMD-84-43, March 1984,
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strated an increased awareness and understanding of the need for
effective systems of internal control and accounting, and began the
self-assessment evaluations required by the Act. These assessments
resulted in agency heads’ generally forthright disclosures of mate-
rial weaknesses, which form the basis for corrective actions. Many
of the problems agencies identified are longstanding areas of con-
cern, but most agencies have just begun the detailed internal con-
trol and accounting system reviews that should lead to the identifi-
cation of many here-to-fore unknown internal control and account-
ing system weaknesses.

Several aspects of the implementation process will require im-
provement if the Act is to be fully successful. In future years, agen-
cies need to assure that all operations are included in the evalua-
tion process; that their evaluation and improvement efforts are
adequately documented; that managers receive proper training;
and that controls over ADP and accounting systems are adequately
evaluated. Both GAO and OMB have already made recommenda-
tions for improvements in these areas, and agencies have generally
agreed to make efforts to upgrade their implementation activities.
Managers need to build on the work done during the first year.
They must conduct detailed internal control reviews, and take ac-
tions to correct any weaknesses found. In his closing remarks at
the subcommittee hearing, Chairman Brooks placed the responsi-
bility for the Act’s success or failure squarely on the shoulders of
managers throughout the Federal Government:

The ultimate success of the Act depends on the commit-
ment of managers at all levels of government . . .

During the coming years we will be monitoring closely
the activities of agency managers to assure that they fully
implement the Act.

VIII. FINDINGS

1. Overall, the first years’ implementation of the Federal Manag-
ers’ Financial Integrity Act can be characterized as a learning ex-
perience. Managers have become more aware of the need for effec-
tive internal control and accounting systems, and some improve-
ment efforts are underway.

2. Agencies did not complete all steps of the evaluation process
required by the Act. Consequently, agency heads did not have a
sound basis on which to report with reasonable assurance that
their internal control and accounting systems are adequate.

3. Many major internal control and accounting system weakness-
es across a broad range of government operations, programs, and
functions remain uncorrected.

4. Problems have been identified in the implementation process
which must be corrected if the Act is to be fully successful. Exam-
ples of areas requiring improvement are: guidance, scope of imple-
mentation, reporting, documentation, training, controls over auto-
mated data processing, and accounting system evaluations.

5. All persons involved in the implementation process must be
alert to potential problems that may hamper full implementation
of the Act and work toward preventing their occurrence.
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IX. RECOMMENDATIONS

1. Federal agency heads should correct problems identified as a
result of the first year implementation efforts, including assuring
that all programs and functions are covered and that all material
weaknesses are properly recorded and reported.

2. Federal agency heads should make a concerted effort to build
on the progress made during the Act’s first year to complete the
evaluation process and to correct internal control and accounting
system weaknesses.

3. In order to help assure that Federal agency managers fully un-
derstand and properly implement the Act’s evaluation, improve-
ment, and reporting requirements, OMB should:

(a) Provide more practical definitions of terms, including
“reasonable assurance” and “material weakness’’; revise its
guidance concerning year-end reporting; and provide guidance
for the review of ADP controls and accounting systems.

(b) Continue to closely monitor agency implementation ef-
forts, foster the exchange of information concerning successful
implementation approaches, and assure that adequate training
is provided.

4. GAO and the Inspectors General should continue to evaluate
Federal managers’ efforts to implement the Act and the adequacy
of agency actions to correct identified weaknesses.

5. OMB and the Executive Branch agencies should assure that
current broad-based management reform initiatives, as well as
those which may be implemented in the future, are properly co-
ordinated with activities conducted under the Act to avoid conflict
or duplication.
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APPENDIX

An Act To amend the Accounting and Auditing Act of 1950 to require ongoing eval-
uations and reports on the adequacy of the systems of internal accounting and
administrative control of each executive agency, and for other purposes
Be it enacted by the Senate and House of Representatives of the

United States of America in Congress assembled,

SecTioN 1. This Act may be cited as the “Federal Managers’ Fi-
nancial Integrity Act of 1982”,

Sec. 2. Section 113 of the Accounting and Auditing Act of 1950
(31 U.S.C. 66a) is amended by adding at the end thereof the follow-
ing new subsection:

“(dX1)A) To ensure compliance with the requirements of subsec-
tion (a)3) of this section, internal accounting and administrative
controls of each executive agency shall be established in accord-
ance with standards prescribed by the Comptroller General, and
shall provide reasonable assurances that—

. “(i) obligations and costs are in compliance with applicable
aw;

“(ii) funds, property, and other assets are safeguarded
against waste, loss, unauthorized use, or misappropriation; and

“(iii) revenues and expenditures applicable to agency oper-
ations are properly recorded and accounted for to permit the
preparation of accounts and reliable financial and statistical
reports and to maintain accountability over the assets.

‘(B) The standards prescribed by the Comptroller General under
this paragraph shall include standards to ensure the prompt reso-
lution of all audit findings.

“(2) By December 31, 1982, the Director of the Office of Manage-
ment and Budget, in consultation with the Comptroller General,
shall establish guidelines for the evaluation by agencies of their
systems of internal accounting and administrative control to deter-
mine such systems’ compliance with the requirements of paragraph
(1) of this subsection. The Director, in consultation with Comptrol-
ler General, may modify such guidelines from time to time as
deemed necessary.

“(3) By December 31, 1983, and by December 31 of each succeed-
ing year, the head of each executive agency shall, on the basis of
an evaluation conducted in accordance with guidelines prescribed
under paragraph (2) of this subsection, prepare a statement—

“(A) that the agency’s systems of internal accounting and ad-
ministrative control fully comply with the requirements of
paragraph (1); or

“(B) that such systems do not fully comply with such require-
ments.

(23)

Approved For Release 2008/10/29 : CIA-RDP85-00003R000200010001-4



Approved For Release 2008/10/29 : CIA-RDP85-00003R000200010001-4

24

“(4) In the event that the head of an agency prepares a state-
ment described in paragraph (3)(B), the head of such agency shall
include with such statement a report in which any material weak-
nesses in the agency’s systems of internal accounting and adminis-
trative control are identified and the plans and schedule for cor-
recting any such weakness are described.

“(5) The statements and reports required by this subsection shall
be signed by the head of each executive agency and transmitted to
the President and the Congress. Such statements and reports shall
also be made available to the public, except that, in the case of any
such statement or report containing information which is—

“(A) specifically prohibited from disclosure by any provision
of law; or
“(B) specifically required by Executive order to be kept
secret in the interest of national defense or the conduct of for-
eign affairs.
such information shall be deleted prior to the report or statement
being made available to the public.”.

Sec. 3. Section 201 of the Budget and Accounting Act, 1921 (31
U.S.C. 11), is amended by adding at the end thereof the following
new subsection:

“(k)1) The President shall include in the supporting detail ac-
companying each Budget submitted on or after January 1, 1983, a
separate statement, with respect to each department and establish-
ment, of the amounts of appropriations requested by the President
for the Office of Inspector General, if any, of each such establish-
ment or department.

“(2) At the request of a committee of the Congress, additional in-
formation concerning the amount of appropriations orginally re-
quested by any office of Inspector General, shall be submitted to
such committee.”.

Skc. 4. Section 113(b) of the Accounting and Auditing Act of 1950
(81 U.S.C. 66a(b)), is amended by adding at the end thereof the fol-
lowing new sentence: “Each annual statement prepared pursuant
to subsection (d) of this section shall include a separate report on
whether the agency’s accounting system conforms to the principles,
standards, and related requirements prescribed by the Comptroller
General under section 112 of this Act.”.

Approved September 8, 1982.
O
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